
UF1879: Equipos de interconexión y servicios de red



Elaborado por: Pedro Mora Pérez

Edición: 6.0

         EDITORIAL ELEARNING S.L.

ISBN: 978-84-16360-73-4 • Depósito legal: MA 257-2015

No está permitida la reproducción total o parcial de esta obra bajo cualquiera de sus formas gráficas
o audiovisuales sin la autorización previa y por escrito de los titulares del depósito legal.

Impreso en España - Printed in Spain



Presentación

Identificación de la Unidad Formativa

Bienvenido a la Unidad Formativa UF1879: Equipos de interconexión 
y servicios de red. Esta Unidad Formativa pertenece al Módulo Formativo 
MF0230_3: Administración de redes telemáticas, que forma parte del Certifi-
cado de Profesionalidad IFCT0410: Administración y Diseño de redes depar-
tamentales, de la familia de Informática y Comunicaciones.

Presentación de los contenidos

La finalidad de esta Unidad Formativa es enseñar al alumno a configurar los 
equipos y dispositivos y a verificar y probar de manera integral los elementos 
de la infraestructura de red de datos.

Para ello, se analizará el protocolo TCP/IP, los servicios de nivel de aplicación, 
y por último, se estudiará la configuración de equipos de interconexión.
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Objetivos de la Unidad Formativa

Al finalizar esta Unidad Formativa aprenderás a:

–– Implantar correcta y eficazmente productos software de comunicaciones 
sobre diferentes plataformas.

–– Establecer la configuración de los equipos de interconexión más adecua-
da a las necesidades de la instalación.
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1.1.	 Arquitectura TCP/IP. Descripción y funciones 
de los distintos niveles

Descripción modelo TCP/IP

El modelo de arquitectura TCP/IP, está básicamente condensado en el modelo 
DoD, el cual contiene 4 de las 7 capas del modelo OSI. El objetivo de esta sui-
te de protocolos de red es definir los protocolos y las tecnologías necesarias, 
que soporten la interconexión de diversos sistemas y conjuntos de hardware, 
con el objetivo de desarrollar un amplio rango de aplicaciones sobre internet.

Esta es una forma de simplificar los complejos problemas que pueden darse 
en la interconexión de dispositivos y sistemas, en un reducido número de 
funciones más pequeñas.

Funciones del modelo TCP/IP

Las funciones del modelo TCP/IP, básicamente consiste en la entrega de pa-
quetes hacia un mismo sistema de computadoras, donde desempaqueta y 
entrega un proceso individual, que contiene una porción de información. La 
confiabilidad en un requisito necesario, para la completa comprensión de los 
paquetes recibidos en la otra computadora, sirviéndose de un mecanismo de 
reenvío, en caso de no recibir una notificación de entrega por parte del desti-
natario. Estas capas son:

–– Network Access Layer / or Link.

–– Internet Layer.

–– Host to Host Layer / or Transport.

–– Process / Application Layer.
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Modelo DOD

Cada capa, ejecuta una función específica que contribuye al buen funciona-
miento de la red. Los sistemas que participan en los protocolos, no necesitan 
hacerlo en cada nivel, haciéndolo más fácil trasladar datos de un sitio a otro 
con un mínimo de esfuerzo. Por un lado, la capa de aplicación provee de 
todos los servicios disponibles para los usuarios de internet, por ejemplo na-
vegador web y el correo electrónico, la capa de interfaz de red, incluye todo el 
hardware necesario que compone la infraestructura física de internet. 

Las dos capas intermedias, la de transporte y la capa de internet, proveen ser-
vicios comunes que están disponibles para todas las aplicaciones de internet 
y opera sobre toda la infraestructura de hardware de internet.

Sabías que 

El modelo TCP/IP, reemplazó al protocolo de control de red NCP y fue auto-
rizado oficialmente para transportar datos para conectar algo a la ARPA net 
(Agencia de proyectos de investigación avanzada). Este modelo TCP/IP, bajo 
el auspicio del departamento de defensa de EEUU, creó un programa para 
testear nuevos estándares publicados y hacerlos seguros para pasar ciertos 
criterios. Esto se hizo para proteger la integridad del modelo TCP/IP.

1.1.1.	 Nivel físico

Descripción del nivel físico

El nivel físico consiste en la infraestructura subyacente de la red, donde se 
proporciona los medios mecánicos, eléctricos y funcionales, que sirven para 
activar, mantener y desactivar cualquier conexión física en los procesos de 
transmisión de información a través de la capa de acceso a la red.

Funciones del nivel físico

Las funciones del nivel físico, están las sucesivas transformaciones que deben 
de sufrir una secuencia de bits, para ser transportados por el medio físico en 
señales eléctricas, con los debidos procedimientos incluidos, para una vez 
llegada la información al punto extremo o deseado, pueda volver a codificarse 
como una cadena de bits legibles para el otro dispositivo.
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