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Presentación

Identificación de la unidad formativa

Bienvenido a la Unidad Formativa UF1643: Gestión y control de los Siste-
mas de información. Esta Unidad Formativa pertenece al Módulo Formativo 
MF0968_3: Administración de sistemas de gestión de información que 
forma parte del Certificado de Profesionalidad IFCD0211: Sistemas de ges-
tión de información, de la familia de Informática y Comunicaciones.

Presentación de los contenidos

La finalidad de esta unidad formativa es enseñar al alumno a definir e imple-
mentar la jerarquía y tipología de los usuarios en el sistema de gestión de infor-
mación, realizar procesos e auditoría en el sistema de gestión de información y 
mantener los procesos de flujo de las informaciones con herramientas especí-
ficas, para garantizar la trazabilidad de los contenidos según especificaciones 
de la organización.

Para ello, en primer lugar se analizarán las características y elementos de un 
sistema de gestión de la información, los tipos de sistema de gestión de infor-
mación y gestores de datos, así como la gestión de los procesos de control 
de trazabilidad. También se estudiará la auditoria en los sistemas de informa-
ción y los parámetros de rendimiento en el sistema y procedimientos de reso-
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lución de incidencias. Por último, se profundizará en las características de los 
procesos de flujo y ciclo de vida de la información.

Objetivos del módulo formativo

Al finalizar este módulo formativo aprenderás a:

–– Determinar los accesos al sistema de gestión de información utilizando 
herramientas específicas, según unas necesidades y especificaciones 
funcionales dadas.

–– Aplicar procedimientos de auditoría y resolución de incidencias en el siste-
ma de gestión de información, según unas necesidades dadas

–– Mantener los procesos de flujo de información en el sistema de gestión de 
información, de acuerdo a unas especificaciones dadas.
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1.1.	 Objetivo: alineación con el negocio

La información es hoy en día considerada como un activo más de las or-
ganizaciones, como un bien económico que se diferencia del resto porque 
presenta unas características únicas:

–– No se gasta aunque se consuma.

–– No se pierde aunque se transmita.

Es decir, la información es un activo intangible, inmaterial como puede ser una 
patente o una licencia.

Intangibles

Activos

Tangibles

Recursos 
humanos

Recursos 
financieros

Información Patente
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Por ejemplo, si tenemos una empresa de informática, cuando vendemos un 
consumible, el objeto pasa a manos del comprador, por tanto, desde nues-
tro punto de vista como vendedores, se gasta y pierde con el consumo y la 
transmisión de ese bien, pero si por el contrario ofrecemos apoyo técnico a 
un cliente sobre cómo configurar su navegador, el cliente recibirá la informa-
ción pero ésta seguirá a su vez en manos de la empresa para poder volver 
a utilizarla, por tanto ni se ha gastado ni se ha perdido con la consumición y 
transmisión.

Por otra parte pero no menos importante, la información en una sociedad 
basada en el conocimiento como es la nuestra, es considerada como un re-
curso que en muchas ocasiones resulta estratégico, e incluso el recurso más 
importante con el que cuentan muchas empresas.

Es por este motivo por el que los Sistemas de Información (SI) juegan un pa-
pel cada vez más importantes en las modernas organizaciones empresariales, 
llegando incluso a ser factores principales de éxito o fracaso de las mismas en 
un entorno tan cambiante y turbulento como el del mercado.

Un Sistema de Información es la combinación perfecta entre las Tecnologías 
de la Información (TIC) y la información en sí basada en los datos generados o 
recibidos por las empresas, gestionada de forma que se pueda llegar a extraer 
conocimiento

Por tanto, podemos afirmar que la información en combinación con las nuevas 
tecnologías que la soportan aparece como un nuevo factor productivo y estra-
tégico que se suma a los ya tradicionalmente conocidos como el trabajo y el 
capital, diferenciándose de los mismos por su característica de intangibilidad.

Porter y Millar (1985), señalan que las TIC están afectando a las bases de la 
competencia de aspectos:

–– Creando así ventajas competitivas para las empresas facilitándose la su-
peración de cualquiera de sus rivales en las cuatro dimensiones clave que 
se encuadran en el ámbito competitivo:

∙∙ La de su propia actividad empresarial

∙∙ La del grado de integración vertical

∙∙ La del grado de integración geográfico

∙∙ La del grado de integración sectorial
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Ventaja competitiva

Integración sectorial

Integración geográfica

Actividad empresarial

Integración vertical

–– Creando nuevos negocios basados en la información dentro de los ya 
existentes

–– Cambiando las estructuras de la industria y alterando las reglas de la com-
petencia, reduciendo o aumentando de esta forma cualquiera de las fuer-
zas competitivas identificadas por Porter en su modelo (1980):

∙∙ Barreras de entrada.

∙∙ Proveedores.

∙∙ Competidores.

∙∙ Clientes.

∙∙ Productos sustitutivos.

Estos mismos autores, proponen también en el mismo año la utilización del 
concepto “cadena de valor” como marco de referencia para poder identificar 
las oportunidades de aplicación de las TIC dentro de la empresa. Estas opor-
tunidades pueden resumirse en los siguientes puntos:

–– Automatizar y mejorar las actividades de una organización.

–– Integrar y controlar las actividades de la organización aún actuando de 
forma no localizada.

–– Contribuir en el apoyo o gestión de actividades concretas como la gestión 
de compras.
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Además, Earl (1988), sugiere que las TIC pueden ser aplicadas en las organi-
zaciones con fines estratégicos, al menos en cuatro áreas:

–– Como soporte a la obtención de actividades competitivas.

–– Como mejora para la eficiencia de las organizaciones: reducción de cos-
tes, mejora de la productividad, etc.

–– Como facilitadoras del proceso de toma de decisiones y dirección.

–– Como iniciadoras del desarrollo de nuevos negocios.

Revisados todos estos aspectos de la dinámica empresarial, cualquier em-
presa que se encuentre en el mercado actual debería implementar un sistema 
de gestión de la información que le proporcione las ventajas anteriormente 
señaladas.

Pero tan importante como su implementación en sí es llevar a cabo una mi-
nuciosa planificación y la capacidad de alinearlo con el negocio, ya que se 
trata de una inversión importante tanto a nivel económico como estratégico 
que dará resultados a medio plazo.
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Hoy en día cuando se piensa en un sistema de información se tiende a enten-
derlo como una infraestructura informática que soporta datos.

Sin dejar de ser correcta esta afirmación, lo cierto es que tiende a resultar 
demasiado simplista.

Un sistema de información además de proveer una estructura informática de 
implementación de datos, ha de ser capaz de integrar todos los sectores de 
la empresa, y relacionar los datos derivados de los mismos llegando a crear 
información como resultado de esas relaciones.

Relaciones 
entre los 

datos

Integración 
empresarial

Estructura 
informática

Datos

Sistemas de 
información

Es por tanto importante que en el diseño de un buen sistema de información 
colaboren especialistas del ámbito de las tecnologías, pero también del cam-
po de la información.

No obstante, aunque los responsables de la dirección de las empresas no 
suelen ser especialistas en tecnologías de la información, es conveniente y 
necesario que en la etapa de planificación del sistema de información se dejen 
asesorar por expertos en las materias anteriormente citadas, que junto con la 
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colaboración de los distintos estamentos de la empresa, sean capaces de 
alinear un sistema que pueda gestionar la información tanto generada como 
recibida por cualquier área de la empresa, e interrelacionarla de forma que 
pueda llegar a conferirle valor añadido a la misma.

El sistema de información ha de actuar como el “sistema nervioso central” de la 
organización, ya que será el que se encargue de hacer llegar en el tiempo justo 
la información necesaria a las diferentes áreas de la empresa (departamentos, 
delegaciones, etc.), permitiéndoles así una actuación coordinada y ágil, orien-
tada a la consecución de los resultados.

Para conseguir por tanto la alineación de los objetivos de los sistemas de 
información con los objetivos organizacionales, debe llevarse a cabo un Pla-
neamiento Estratégico del Sistema de Información (PESI), que involucre a 
todos los actores relevantes de la organización.

Para ello, han de analizarse las tres dimensiones básicas de un sistema de 
información

–– Aplicaciones.

–– Infraestructura.

–– Organización.

Además tendremos que tener en cuenta la situación actual de partida, la si-
tuación futura a la que queremos llegar, y el plan de acciones necesarias para 
alcanzarla.

El cometido del PESI será:

–– Alinear los objetivos propios de la organización con el sistema de informa-
ción previsto.

–– Dotar a la empresa de un sistema de información que pueda responder a 
sus necesidades informacionales en relación tanto a la toma de decisio-
nes como a la producción.

–– Implicar a todo el personal en el proyecto, y en especial a aquellos que 
dirijan las principales áreas de actuación.

Por tanto, y en relación directa con lo dicho hasta el momento, las principales fases 
que es recomendable seguir para la correcta planificación de un PESI en perfecta 
alineación con los objetivos de la organización serán, en resumen, las siguientes:
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